How to Set Up Port Forwarding for Panasonic IP Cameras on a 2-Wire Router

41 Login to the router using your Internet Explorer browser (IE) by typing this address in the
browser URL address bar: http://192.168.1.254
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How to Set Up Port Forwarding for Panasonic IP Cameras on a 2-Wire Router

4. You will see a list of local devices. You can click on the device detail to see if that
device is the Panasonic camera. Click on the 'Summary' for the Panasonic camera.
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5. Click on Edit Firewall Setting
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6. Select the IP Camera from the drop-down list. Please ensure to select the right device.

Edit Firewall Settings
Settings

By default, the firewall blocks all unwanted access from the Internet. You can allow access from the
Internet to applications running on computers inside your secure home network by enabling firewall

application, you can create a user-defined application profile. (To create a user-defined profile, you will
need to know protocol and port information.)
To Allow Users Through the Firewall to Hosted Applications...

© Select a computer ;
Choose the computer that will host applications through the firewall: | lim-computer v

€ Edit firewall settings for this computer:
® Maximum protection = Disallow unsolicited inbound traffic.

Allow individual application(s) - Choose the application(s) that will be enabled to pass through the fire
Click ADD to add it to the Hosted Applications list
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* View firewal details

pinholes. Opening firewall pinholes is also known as opening firewall poris or firewall port forwarding. * Beset gl frewal
To do this, associate the desired application with the computer below. If you cannot find a listing for your gettings

to this computer.
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7. Under 'Allow individual application(s)": Select :Servers

Edit Firewall Settings

Settings @
By default, the firewall blocks all unwanted access from the Internet. You can allow access from the ) )
Internet to applications running on computers inside your secure home network by enabling firewall Aiswilkewek teisis
pinholes. Opening firewall pinholes is also known as opening firewall ports or firewall port forwarding. * Reset all firewall

To do this, associate the desired application with the computer below. If you cannot find a listing for your gettings
application, you can create a user-defined application profile. (To create a user-defined profile, you will '

need to know protocel and port information.)

To Allow Users Through the Firewall to Hosted Applications...

© Select a computer ;
Choose the computer that will host applications through the firewall | Lim-computer — +

€ Edit firewall settings for this computer:
(% Maximum protection — Disallow unsolicited inbound traffic.

() Allow individual application(s) — Choose the application(s) that will be enabled to pass through the firewall to this computer.
Click ADD to add it to the Hosted Applications list.

A1l applications | ¥ Hosted Applications:
All applications
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Add a new user-defined application

8. Select: Web Server and click on the 'ADD' button

() Allow individual application(s) - Choose the application(s) that will be enabled to pass through the firewall to this computer.
Click ADD to add it to the Hosted Applications list

| Servers "| Hosted Applications:
HNIE Server ~
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) Allow all applications (DMZplus mode) — e selected computer in DMZplus mode. All inbound traffic. except traffic
which has been specifically assigned to another computer using the “Allow individual applications” feature, will
automatically be directed to this computer. The DMZplus-enabled computer is less secure because all unassigned
firewall ports are opened for that computer,

9. Click: Done
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